**Unit 2: Users, Assessment & the Risk Management Process**

**Objectives:**

* Review the Risk Management Process (RMP).
* Review the effects of different assessment types (Qualitative vs. Quantitative).
* Discuss potential changes to the RMP based on changes in user participation.

**Outcomes:**

* Discuss the differences between assessment approaches (Qualitative vs. Quantitative).
* Explain the importance of user participation in the risk management process.
* Discuss the implications of any recommended mitigations.

**Reflection**

It is claimed that at least half of all security breaches in information systems are the consequence of unauthorized system access by personnel already employed by the company (Gordon et. al., 2005). It may be possible to reduce the number of times that employees accidentally compromise information system security by failing to pay enough attention to the potential dangers that may crop up in the course of their normal job activities and responsibilities. Instead, it is generally believed that organizational efforts to manage information security (IS) concentrate on flaws in technological assets such as hardware, software, and networking at the expense of controlling other potential sources of vulnerabilities, such as people, policies, procedures, and culture. This view is supported by the fact that this is the prevalent perception (Halliday et. al., 1996; HU et. al., 2006; Jaher and Creamer et. al.,2005).

The qualitative risk assessment is one way that may be used to analyze risk. It involves categorizing the likely outcomes and probabilities of each risk using descriptive or quantitative rating methods. Alternative measurement approaches are semi-quantitative and quantitative risk assessment (Cranenburgh, et. al., 2019). An essential aspect of qualitative risk analysis is identifying the risks (or opportunities) that exist, their likelihood of materialization, and the potential implications of their occurrence. Usually, the results are presented as a Probability/Impact ranking matrix. This kind of research will also categorize dangers according to their causes or effects. (AS, et. al.,).

In contrast to quantitative risk analysis, which assigns numerical values and use independently verifiable data, qualitative risk analysis operates in a more expansive and "big picture"-oriented environment. In quantitative risk analysis, statistics are used to create a number that quantifies the acceptability of a risk occurrence.

The detailed difference between the qualitative and quantitative risk is shown in the below Table 1.

|  |  |
| --- | --- |
| **Qualitative Risk Analysis** | **Quantitative Risk Analysis** |
| It accounts for each, and every risk identified by the recognized risk method. | It only considers the hazards that have been indicated for additional examination because of qualitative risk analysis. |
| It does not do a quantitative examination of the risk to assess its likelihood and probability. | Conduct quantitative risk analysis using probability distributions to characterize the risk. The probability and repercussions. |
| Here, we assess individual risk by assigning a quantitative value of probability and consequence. This score runs from 0 to 1, with 1 signifying a very dangerous situation. | Using the cumulative effects of risk, it predicts the predicted outcome of the project in terms of cost or duration. |
| Almost all of our projects use the qualitative risk analysis approach we created. | We do not use this strategy for basic or moderately complex tasks, and you are unlikely to encounter it in software development projects. |
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